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   Introduction 

   Many things have changed since that day in which a young Finnish student named 
Linus Torvalds decided to post a message in a forum, searching for help with the 
development of a new operating system. He hardly could have imagined that there 
would be so many people eager to collaborate. And what had started as a hobby 
became an efficient operating system (OS) used today by thousands of companies and 
users around the world. 

 Linus decided to make this OS free for everybody to use, share, study, and modify 
the code. So he licensed the code under the GNU license. This way, it was possible for 
everybody to have access to the source code and modify it according to their likes and/
or needs. This resulted in many companies, universities, etc., having their own Linux 
distributions. 

 Even though many of these distributions have remained confined to small areas 
of influence, such as universities or official departments, a few have achieved general 
recognition over the years. A few well-known examples include Red Hat, SUSE, Debian, 
and Ubuntu. 

 The Red Hat Linux distribution system, developed by the Red Hat company is, 
undoubtedly, one of the most important and influential. Red Hat has made many relevant 
contributions to the Linux community, for example, the Red Hat Package Manager 
(RPM), used by several other distributions, and Suse. 

 Red Hat used to publish desktop, as well as server, editions of its OS, and these 
were made freely available for anyone to use. But in the year 2004, the company decided 
that its OS would be provided only to clients. Obviously, this concerns only the binary 
distributions, as the source code has to be made publicly available to comply with the 
GNU license. 

 From that moment on, two new projects emerged with the aim of trying to maintain 
a Red Hat clone that would be freely available to everyone. The first project was called 
Fedora. It was sponsored by Red Hat itself and was conceived as some sort of beta Red 
Hat platform. 

 Many users thought that Fedora was OK as a desktop platform, but it was by no 
means a reliable enterprise solution. In order to fulfill this gap, many Linux professionals 
and enthusiasts gathered around a new project called CentOS (Community Enterprise 
Operating System), whose main goal was to become a freely available robust enterprise 
operating system. 

 Today, CentOS is a reliable, efficient server operating system used by hundreds of 
companies to provide critical services. 
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■ INTRODUCTION

   Audience 
 Some experience with computers is expected of readers of this book. Some previous 
Linux experience is useful, if not absolutely necessary. The only requirement, however, is 
the will to learn!  

   Conventions 
 The  Code  style attribute has been applied to file names, paths, commands, and URLs. 

    Feedback 
 I would really appreciate your opinions, suggestions, questions, or criticisms regarding 
this book. Please feel free to e-mail me at    antoniojvv@yahoo.es     . Note, however, that I 
cannot promise to respond to everyone.   

http://mailto:antoniojvv@yahoo.es/
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    CHAPTER 1   

 Installation                          

    1.1.  CentOS 6 
 As it usually happens, there is more than one way to install CentOS on a computer. So, 
depending on the way we initially boot the server and the source of the installation 
packages, we have many options.

•    We can boot and install the system from a DVD. This is probably 
the most straightforward option, and the right choice if you only 
have to install a couple of servers. We boot the server from the 
DVD, and we install all the software from the DVD too.  

•   We can also use a CentOS Network netinstall DVD to boot the 
server and then install the packages from a server in our local 
network or from the Internet. This is a good choice if we have to 
install a lot of servers.  

•   We could also use a USB device to boot the server. In this case, 
we first prepare the USB device by using software packages 
such as   UNetbootin    , 1  and we also have to download the CentOS 
installation files. Once the USB device is ready, we can use it to 
boot the server and then choose whether to install from a local or 
a network repository.    

 In addition, independent of the type of installation we choose, we can also automate 
the installation by using kickstart. The use of kickstart is beyond the scope of this book, 
but it basically consists of passing a special parameter to the installer with the location of 
a script file that contains instructions for the installation. 

   1  SourceForge, “UNetbootin: Bootable live USB creator for Ubuntu, Fedora, and Linux distributions,” 
   https://sourceforge.net/projects/unetbootin/     , 2016.  

https://sourceforge.net/projects/unetbootin/
https://sourceforge.net/projects/unetbootin/
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 Nevertheless, in order to keep things simple, in this book, we will avail ourselves only 
of the typical DVD installation. The first thing one must do is to get the installation DVDs. 
These can be downloaded from the   CentOS official site    . 2  At the time of writing this book, 
the ISO files could be downloaded from the links available from    http://wiki.centos.
org/Download     . 3  We can choose the exact version we want to install, the architecture (32 or 
64 bits), and the type of installation (minimal, network, etc.). We will download and burn 
the ISO files  CentOS-6.2-i386-bin-DVD1.iso  and  CentOS-6.2-i386-bin-DVD2.iso . 
Once we have the DVDs, installation is fairly simple. We make sure that the computer is 
configured to boot from a DVD, and we restart it with the first installation DVD inside. 
After a few seconds, we’ll see the screen in shown in Figure  1-1 .  

  Figure 1-1.    Booting from the installation DVD       

 We’ll select the first option, “Install or upgrade an existing system.” This will launch 
the actual installation program. Now we are offered the possibility of checking the 
installation media (Figure  1-2 ). Once we are sure that there is no problem with the DVDs, 
we click Skip.  

   2  CentOS, “The CentOS Project,”    http://centos.org/     , 2016.  
   3  CentOS,    http://wiki.centos.org/Download     , 2016.  

 

http://centos.org/
http://wiki.centos.org/Download
http://wiki.centos.org/Download
http://centos.org/
http://wiki.centos.org/Download
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 Now the system will init the graphical installer (Figure  1-3 ).  

  Figure 1-2.    Checking the installation media       

  Figure 1-3.    The graphical installer       
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 From the next screens, we’ll have to choose the language and the keyboard layout 
(Figures  1-4  and  1-5 ).   

  Figure 1-4.    Language       
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 Now we have to choose whether to install CentOS in a standard disk or in a special 
device, such as a SAN, LUN, iSCSI drive, etc. As we’ll be installing standard disks most of 
the time, we will choose the first option (Figure  1-6 ).  

  Figure 1-5.    Keyboard       
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 After clicking the Next button, a warning appears (Figure  1-7 ), telling us that all data 
in the disk will be lost. As this is either a blank disk or a disk whose data are no longer 
needed, we click Yes.  

  Figure 1-6.    Choosing where to install the OS       

  Figure 1-7.    Storage device warning       
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 The program now requests us to enter the name and the domain of the computer 
we are about to install (Figure  1-8 ). We can write this information now or do it once the 
installation is complete. We click Next.  

  Figure 1-8.    Computer name and domain       

 From the upcoming screens, we’ll have to choose the time zone as well as the root 
password (Figures  1-9  and  1-10 ).   
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  Figure 1-9.    Time zone       

  Figure 1-10.    Root password       
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 Now we are offered several options before starting the actual installation (Figure  1-11 ). 
We can choose to use the whole disk, no matter what Linux or non-Linux partitions might 
exist on the disk, use only free disk space, customize the disk partitioning, etc. As the 
default partitioning scheme is acceptable to start, we choose the first option. Although, 
if we already had clearly in mind the role the server was to play in the network, we would 
probably have to customize the partitioning layout to create separate partitions or 
volumes for the different directories:  /home ,  /var , etc.  

  Figure 1-11.    Partitioning layout       

 We receive another warning (Figure  1-12 ), reminding us that the changes are going 
to be written on disk, and we are requested to specify what software package we want 
to install. There are several predefined sets of software, database server, web server, etc. 
We’ll choose the Minimal option (Figure  1-13 ) and install later the different software 
packages, as we need them.   
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  Figure 1-12.    Writing to disk       

  Figure 1-13.    Software selection       

 And, finally, the actual installation process begins (Figure  1-14 ).  
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 After a few minutes, the installation will be over (Figure  1-15 ), and we’ll have to 
reboot the system.  

  Figure 1-14.    Installing the software packages       
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  Figure 1-15.    Congratulations!       

 Once the boot process is complete, we have a working CentOS server (Figure  1-16 ).   

  Figure 1-16.    Our brand new server       
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   4  CentOs,    http://www.centos.org/download /    , 2016.  

    1.2.  CentOS 7 
 As you saw in section “CentOS 6,” there are many types of installations to choose from. 
As we did previously when installing CentOS 6, we’ll also install CentOS 7 from the 
installation DVD. At the time of writing of this book, this could be downloaded from the 
  official site    . 4  After downloading the ISO file, we can burn it onto a DVD. After that, we 
are ready to boot a server with the installation DVD inserted, as long as the computer 
is configured to boot from a DVD. After a few seconds, we’ll see the screen shown in 
Figure  1-17 .  

  Figure 1-17.    Booting from the CentOS 7 DVD       

 

http://www.centos.org/download/
http://www.centos.org/download/
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  Figure 1-18.    Installing CentOS 7       

 We select the first option: Install CentOS 7. The computer now will start the graphical 
installer, and we’ll be asked about the language we want to use during the install 
(Figure  1-18 ).  

 


